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PROFESSIONAL SUMMARY

Driven security engineer with 2 years of experience in vulnerability management and incident response. Demonstrated
ability to analyze security threats and implement effective remediation strategies. Committed to enhancing organizational
security posture through proactive measures and continuous improvement.

WORK EXPERIENCE

Security Engineer 8 May /2024-Ongoing

Seaside Innovations X Santa Monica, CA

1. Project lead for implementing a corporate vulnerability management program, ensuring timely remediation of
compliance-related vulnerabilities.

2. Analyzed network intrusions using tools such as Cisco Sourcefire IDS and Tenable Security Center, effectively
distinguishing threats from false positives.

3. Managed log data for corporate and client systems, performing investigations and maintaining the health of LogRhythm
appliances.

4, Updated compliance documentation and collaborated with teams for annual inspections of security policies and
procedures.

5. Reviewed and analyzed change requests for client-facing cloud environments, ensuring security protocols were met.

6. Facilitated annual Incident Response training for executive management, clarifying roles and responsibilities during
security incidents.

7. Investigated and documented security incidents in both client-facing and corporate environments, providing detailed
reports and recommendations.

Security Engineer B May /2023-May /2024

Silver Lake Enterprises X Seattle, WA

1. Established a Windows Server 2008 R2 Datacenter Hyper-V environment for enhanced virtualization capabilities.
2. Configured network security appliances from multiple vendors to bolster perimeter defenses and internal security.
3. Managed Active Directory for user accounts and group policies, ensuring adherence to security standards.

4. Implemented DirectAccess server configuration to facilitate secure remote access for users.

EDUCATION

Bachelor of Science in Information Security £ May /2022-May /2023
University of Technology X Phoenix, AZ
Focused on cybersecurity principles, risk management, and information assurance.

SKILLS

Governance, Risk, And Log Management And Vulnerability Assessment Network Security

Compliance (grc) Tools Analysis Tools _

ACHIEVEMENTS

“fr Successfully led the implementation of a comprehensive vulnerability management program, achieving a 30%
reduction in security incidents.

“#r Enhanced incident response procedures, resulting in a 40% decrease in average response time during security events.
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